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1
Decision/action requested

It is kindly requested to approve this doc
2
References

N/A
3
Rationale

It is not clear enough only saying “two different 5G security contexts” when UE has multiple registration in different PLMN’s. Because SA3 has agreed two NAS COUNT will be used for different legs. If the NAS COUNTs are different, the security contexts are different. Therefore, we add a new requirement which says the anchor key of the two security contexts shall be different. Only when the anchor keys are different, the followed NAS keys and AS keys can be different between two legs.
4
Detailed proposal
*************** Start of Change 1 ****************
6.4.2.1
Multiple active NAS connections in different PLMNs serving networks

TS 23.501 has a scenario when the UE is registered to a VPLMN’s serving network via 3GPP access  and to another VPLMN’s or HPLMN’s serving network via non-3GPP access at the same time. When the UE is registered in one PLMN’s serving network over a certain type of access (e.g. 3GPP) and is registered to another PLMN’s serving network over another type of access (e.g. non-3GPP), then the UE has two active NAS connections with different AMF’s in different PLMNs. The UE shall independently maintain and use two different 5G security contexts derived by two different anchor keys, one per PLMN serving network. All the NAS and AS security mechanisms defined for single registration mode are applicable independently on each access using the corresponding 5G security context.

NOTE: The UE belongs to a single HPLMN.

*************** End of Change ****************
